
ABOUT THE PRESENTERS 

 

Subramaniam Sankaran, is an 

engineering graduate from University of 

Madras in Electronic and Communication 

discipline. He is CISSP certified and rich 

industry experience of more than 15 years 

in various aspects of IT Security. He is a 

trainer in Security Engineering and many 

technologies for C-DAC and an 

International Trainer on CISSP and 

Security+. 

 

Shanmugavel Sankaran Accomplished 

Leader with about 10 years of global 

management experience in Security 

Architecture. His Educational credentials 

include M.Tech (Information Security), 

IIIT Hyderabad and MBA (Technology and 

General Management), Anna University, 

Chennai. He is a C|CISO. He specialises 

in Governance Risk and Compliance 

 

Other experienced persons in PCI-DSS will 

also be delivering lectures.  
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All communications should be addressed to: 
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Workshop Coordinator  

Society for Electronic Transactions and Security  
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Taramani, Chennai – 600 113   

Phone: 044 – 66632502-506   Fax: 044–66632501 

Mobile: 9884143131; 93821 68364 

Mail: workshop@setsindia.net 
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ABOUT SETS 
 

Society for Electronic Transactions and Security 
(SETS) is an initiative of the Central Government 

through the Office of the Principal Scientific 

Adviser (PSA) to the Government of India. SETS 

was established for the purpose of nucleating, 

sensitising and developing technologies that can 

protect the information wealth of the country. Such 

an idea to form a specialized organisation in the 

area of information security was conceived by Dr. 

A.P.J. Abdul Kalam, formerly the Hon'ble President 

of India and was implemented by                          

Dr. R.Chidambaram, PSA to the Government of 

India. SETS is the first organisation in India 

established in the Public-Private Partnership mode 

that is engaged in information security. SETS has 

its headquarters at Chennai close to IITM Research 

Park in Taramani. SETS is engaged in the research 

areas of systems security, network security and 

cryptology. SETS has signed various MoUs with 

leading Institutions specialising in information 

security. SETS has initiated a programme with 

Institute of Mathematical Sciences (IMSc) to 

engage in research in Cryptanalysis. 

 

ABOUT PCI DSS 
 

With data breaches capturing top news headlines, it 

is more important than ever for your organization to 

enhance its data security and compliance protocols. 

Developing security awareness for all employees 

who handle cardholder data is a cornerstone of the 

PCI Data Security Standard and helps to improve 

security, reduce the risk of data loss, and simplify 

meeting PCI requirements.  

 

PCI Awareness Training is perfectly suited for 

anyone interested in learning more about PCI, with 

a focus on those individuals working for 

organizations that must meet compliance with PCI 

DSS. 

      CONTENTS OF THIS WORKSHOP  
 

 Overview of PCI requirements and how 

they enhance data security and support 

compliance with the PCI Data Security 

Standard.  

 PCI Data Security Standard (DSS) version 

2.0 overview.  

 

       TOPICS COVERED WOULD BE  
 How to build a secure network. 

 Protect card holder data. 

 How to maintain a vulnerability 

 management program. 

 Implement Strong access control 

 measure. 

 Regular monitoring and testing network. 

 Information security framework. 

 Cloud computing guidelines 

 E-commerce guidelines. 

 Risk assessment guidelines. 

 Myths about PCI. 

 

TARGET PARTICIPANTS 
 

Training is especially appropriate for: 

 Audit Managers 

 Business Analysts 

 Compliance Officers 

 Credit Analysts 

 Finance Managers 

 IS Managers 

 IT Specialists  

 Project/Program Managers 

 Risk Management Analysts 

 Security Analysts 

 Senior Developers 

 Software Engineers 

 System Administrators and 

 Web Masters 
 

BENEFITS  
 Improve customer loyalty and preserve the 

reputation you have worked so hard to 

establish  

 Control costs and gain tangible, real-world 

insights on best practices  

 Understand PCI compliance before you go 

through an assessment with a QSA  

 Drive PCI DSS compliance across your 

business  

 Completion of this course satisfies PCI 

DSS requirement 12.6 for general security 

awareness.  
 

REGISTRATION FEE 
 

 Corporate   Rs.5000/-    

 SETS Corporate Member Rs. 4000/- 

 Academic   Rs. 4000/- 

 SETS Academic Member  Rs. 3000/- 
  

 It includes workshop Kit, Working Lunch, 

 Tea and Snacks. The Registration fee may 

 be paid  through Cheque / Demand Draft 

 in favour of SETS payable at Chennai. 

 
 

IMPORTANT DATES 
 

 Last date for registration to the above 

Workshop 4
th 

December 2013. 
 

 Spot registration will be done subject to 

availability of seats. 
 

 Application should be sent to the 

Workshop Coordinator.  
 


